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(1) For a time period longer than the 
expiration of the applicant’s authorized 
stay in the United States, or, if there is 
no expiration date, for a period longer 
than one year; and 

(2) For longer than the State’s max-
imum driver’s license or identification 
card term. 

(c) States shall renew a temporary or 
limited-term driver’s license or identi-
fication card pursuant to this section 
and § 37.25(b)(2), only if: 

(1) the individual presents valid docu-
mentary evidence that the status by 
which the applicant qualified for the 
temporary or limited-term driver’s li-
cense or identification card is still in 
effect, or 

(2) the individual presents valid docu-
mentary evidence that he or she con-
tinues to qualify for lawful status 
under paragraph (a) of this section. 

(d) States must verify the informa-
tion presented to establish lawful sta-
tus through SAVE, or another method 
approved by DHS. 

(e) Temporary or limited-term driv-
er’s licenses and identification cards 
must clearly indicate on the face of the 
license and in the machine readable 
zone that the license or card is a tem-
porary or limited-term driver’s license 
or identification card. 

§ 37.23 Reissued REAL ID driver’s li-
censes and identification cards. 

(a) State procedure. States must es-
tablish an effective procedure to con-
firm or verify an applicant’s identity 
each time a REAL ID driver’s license 
or identification card is reissued, to en-
sure that the individual receiving the 
reissued REAL ID driver’s license or 
identification card is the same indi-
vidual to whom the driver’s license or 
identification card was originally 
issued. 

(b) Remote/Non-in-person reissuance. 
Except as provided in paragraph (c) of 
this section a State may conduct a 
non-in-person (remote) reissuance if 
State procedures permit the reissuance 
to be conducted remotely. Except for 
the reissuance of duplicate driver’s li-
censes and identification cards as de-
fined in this rule, the State must 
reverify pursuant to § 37.13, the appli-
cant’s SSN and lawful status prior to 

reissuing the driver’s license or identi-
fication card. 

(c) In-person reissuance. The State 
may not remotely reissue a driver’s li-
cense or identification card where 
there has been a material change in 
any personally identifiable information 
since prior issuance. All material 
changes must be established through 
an applicant’s presentation of an origi-
nal source document as provided in 
this subpart, and must be verified as 
specified in § 37.13. 

§ 37.25 Renewal of REAL ID driver’s li-
censes and identification cards. 

(a) In-person renewals. States must 
require holders of REAL ID driver’s li-
censes and identification cards to 
renew their driver’s licenses and identi-
fication cards with the State DMV in 
person, no less frequently than every 
sixteen years. 

(1) The State DMV shall take an up-
dated photograph of the applicant, no 
less frequently than every sixteen 
years. 

(2) The State must reverify the re-
newal applicant’s SSN and lawful sta-
tus through SSOLV and SAVE, respec-
tively (or other DHS-approved means) 
as applicable prior to renewing the 
driver’s license or identification card. 
The State must also verify electroni-
cally information that it was not able 
to verify at a previous issuance or re-
newal if the systems or processes exist 
to do so. 

(3) Holders of temporary or limited- 
term REAL ID driver’s licenses and 
identification cards must present evi-
dence of continued lawful status via 
SAVE or other method approved by 
DHS when renewing their driver’s li-
cense or identification card. 

(b) Remote/Non-in-person renewal. Ex-
cept as provided in (b)(2) a State may 
conduct a non-in-person (remote) re-
newal if State procedures permit the 
renewal to be conducted remotely. 

(1) The State must reverify the appli-
cant’s SSN and lawful status pursuant 
to § 37.13 prior to renewing the driver’s 
license or identification card. 

(2) The State may not remotely 
renew a REAL ID driver’s license or 
identification card where there has 
been a material change in any person-
ally identifiable information since 
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prior issuance. All material changes 
must be established through the appli-
cant’s presentation of an original 
source document as provided in Sub-
part B, and must be verified as speci-
fied in § 37.13. 

§ 37.27 Driver’s licenses and identifica-
tion cards issued during the age- 
based enrollment period. 

Driver’s licenses and identification 
cards issued to individuals prior to a 
DHS determination that the State is 
materially compliant may be renewed 
or reissued pursuant to current State 
practices, and will be accepted for offi-
cial purposes until the validity dates 
described in § 37.5. Effective December 
1, 2014, Federal agencies will only ac-
cept REAL ID cards for official purpose 
from individuals under 50 as of Decem-
ber 1, 2014. Individuals age 50 or older 
on December 1, 2014, must obtain and 
present REAL ID cards for official pur-
poses by December 1, 2017. 

§ 37.29 Prohibition against holding 
more than one REAL ID card or 
more than one driver’s license. 

(a) An individual may hold only one 
REAL ID card. An individual cannot 
hold a REAL ID driver’s license and a 
REAL ID identification card simulta-
neously. Nothing shall preclude an in-
dividual from holding a REAL ID card 
and a non-REAL ID card unless prohib-
ited by his or her State. 

(b) Prior to issuing a REAL ID driv-
er’s license, 

(1) A State must check with all other 
States to determine if the applicant 
currently holds a driver’s license or 
REAL ID identification card in another 
State. 

(2) If the State receives confirmation 
that the individual holds a driver’s li-
cense in another State, or possesses a 
REAL ID identification card in another 
State, the receiving State must take 
measures to confirm that the person 
has terminated or is terminating the 
driver’s license or REAL ID identifica-
tion card issued by the prior State pur-
suant to State law, regulation or pro-
cedure. 

(c) Prior to issuing a REAL ID identi-
fication card, 

(1) A State must check with all other 
States to determine if the applicant 

currently holds a REAL ID driver’s li-
cense or identification card in another 
State. 

(2) If the State receives confirmation 
that the individual holds a REAL ID 
card in another State the receiving 
State must take measures to confirm 
that the person has terminated or is 
terminating the REAL ID driver’s li-
cense or identification card issued by 
the prior State pursuant to State law, 
regulation or procedure. 

Subpart C—Other Requirements 

§ 37.31 Source document retention. 

(a) States must retain copies of the 
application, declaration and source 
documents presented under § 37.11 of 
this Part, including documents used to 
establish all names recorded by the 
DMV under § 37.11(c)(2). States shall 
take measures to protect any person-
ally identifiable information collected 
pursuant to the REAL ID Act as de-
scribed in their security plan under 
§ 37.41(b)(2). 

(1) States that choose to keep paper 
copies of source documents must retain 
the copies for a minimum of seven 
years. 

(2) States that choose to transfer in-
formation from paper copies to micro-
fiche must retain the microfiche for a 
minimum of ten years. 

(3) States that choose to keep digital 
images of source documents must re-
tain the images for a minimum of ten 
years. 

(4) States are not required to retain 
the declaration with application and 
source documents, but must retain the 
declaration consistent with applicable 
State document retention require-
ments and retention periods. 

(b) States using digital imaging to 
retain source documents must store 
the images as follows: 

(1) Photo images must be stored in 
the Joint Photographic Experts Group 
(JPEG) 2000 standard for image com-
pression, or a standard that is inter-
operable with the JPEG standard. Im-
ages must be stored in an open (con-
sensus) format, without proprietary 
wrappers, to ensure States can effec-
tively use the image captures of other 
States as needed. 
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